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Agenda Item:
2.8
1 Decision/action requested 
This contribution proposes to update KI#10 in TR 33.839 to coordinate with the User Consent SID 
2 References
TR33. 839 Study on Security Aspects of Enhancement of Support for Edge Computing in 5GC.
3 Rational
Considering the new study for study on a common architecture to obtain user's contest has been approved, the KI#10 on user's consent for exposure of information to Edge Applications need to removed from TR 33.839.
4 Detailed proposal
*************** Start of 1st Change ****************
1
Scope

The present document studies the security enhancements on the support for Edge Computing in the 5G Core network define in TR 23.748 [x], and application architecture for enabling Edge Applications defined in TR 23.758 [y] and TS 23.558 [z]. 

Potential security requirements are provided and possible security enhancements to 5GS and edge application architecture are proposed that meet these security requirements.

NOTE: The user consent for exposure of information to Edge Applications is not addressed in the present document, it will be discussed in TR 33.867 [yy]. 
*************** End of 1st Change ****************
*************** Start of 2nd Change ****************










*************** End of 2nd Change ****************
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